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Presentation Requirements
	For the efficient preparation of the conference, please refer to the notice below and send us the required documents (Summary and Presentation Materials) by the deadlines indicated below via e-mail at scc2013_speaker@intercom.co.kr. 

	

	1. Summary of Presentation (Compulsory) 

	- Deadline for submission: Monday, Sep. 30, 2013
- Brief summary/outline of presentation
- Form: Please refer to the second page of Presentation Requirements.

	2. Presentation Materials (Optional)

	- Deadline for submission: Friday, Oct. 04, 2013
- Presentation materials format 

: MS PowerPoint 2007/2010 or PDF (Portable Document Format)
* Presentation files should be in standard Windows Office 2007/2010 fonts. If other fonts are used, please send the font file along with presentation files.
* Please inform the secretariat if your presentation falls into any of the following categories: (If you decide to use any other supporting material, please submit them to us by Friday, Oct. 04, 2013) 

: My presentation contains videos, such as VHS, DVD, VCR.

: My presentation contains animation, sound(s), etc. 

: I need to use my own laptop.

	Preparatory Secretariat for Seoul Conference on Cyberspace 2013 

(Contact Person: Sung Eun Kang)
INTERCOM Convention Services, Inc.

9th Fl. Samick Lavied’or Bldg., 720-2 Yeoksam 2-dong, Gangnam-gu, Seoul 135-920, Korea

Tel: 82-2-564-4367/3453-2937     Fax: 82-2-6254-8049
E-mail: scc2013_speaker@intercom.co.kr


 
Summary of Presentation
	Capacity Development in Cyberspace: Challenges and Opportunites


	

	1. Speaker Name

	Sigrid Kaag, Secretary-General/Assistant Administrator and Director of the Bureau of External Relations and Advocacy of the UNDP


	2. Summary of Presentation * 3 ~ 4 paragraphs

	· The growth of cyberspace brings forward  new opportunities for advancing human development by enhancing public service delivery, creating new opportunities for business and employment, fostering the participation of stakeholders in decision making, and enhancing accountability and freedom of expression. In addition, the ability to collect, process and analyze vast  amounts of data enabled  provides fertile ground  for enhancing development planning and implementation and effectively responding to development challenges.  

· At the same time, increasing reliance on cyberspace introduces new risks and vulnerabilities which demand new strategic approaches to address the security of national and international assets. Capitalizing on new opportunities while adequately managing new and rising threats requires adequate policies and programmes backed by comprehensive capaciy development, , effective institutions and appropriate skills.

· The rapid growth of cyberspace significantly outpaces the ability of most  countries  to appropriately manage it. Capacity development is required to strengthen new policy frameworks, institutional arrangement and skills levels. Effective capacity development in cyberspace is larger than technology and includes effective, responsive and accountable institutions that are able to use opportunities of cyberspace and manage risks to advance development objectives.  By the same token, countries should also develop the capacities required to run and manage the sophisticated technologies that cyberspace uses on  global scale. In this light, fostering innovation at the local level is essential. This is particularly the case for developing countries where cyberspace is still not pervasive and capacities are well below global averages.
· The UNDP approach to capacity development provides a sound framework to allow for the integration and balancing of different interests and perspectives of various stakeholders to advance potential of cyberspace for human development.
※ Key Messages  * If you have any additional messages, please provide us.
· UNDP's also sees the new technologies as enablers for development, as a catalyst that can bring new solutions to traditional development gaps and challenges. From a governance perspective, the new technologies and cyberspace can empower citizens and governments who could work and network better together to achieve agreed national and international development targets.  In this fashion, democratic governance can also be enhanced by cyberspace.

· One of the emerging risks of cyberspace is directed related to privacy. Use of big data platforms and analytics should have matching privacy laws which protect people from disclosing personal information that should not be made public unwillingly. Countries also need to build capacities to strengthen this while also being able to tackle the security challenges of the new technologies
· The governance of the new ICTs is also crucial for the advancement of cyberspace. Institutions and organizations in charge of managing and running cyberspace assets must be transparent and accountable to the public. It is thus essential that countries have adequate policies and capacities to ensure this is feasible in the short term. Non-transparent cyberspace institutions can lead to complex human rights challenges which in turn can work in detriment of having a secure global cyberspace
· 

















Page 4 of 2

